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INPOEKTUPOBAHUE 3AINMIEHHOT'O CETEBOI'O HIJIIO3A
A OBJTAYHBIX ITPNJIOKEHU U

AHHOTAIHUA

CraTbsl MIOCBSICHA POCKTHPOBAHMIO U HACTPOWKE 3AIIMIICHHOIO CETEBOTO MIII03a JUIsl OOJAYyHbIX MIPHUIIO-
JKeHHH Ha ocHOBe coBpeMeHHBIX VPN-mporokonmoB OpenVPN n WireGuard. B ycmoBusX akTHBHOTO pa3BUTH
00JIauHBIX TEXHOJOTHH W pOCTa 4yHciia Kubeparak 00eCcIeueHne 3alMIEHHOTO YIaJIeHHOro I0CTyNa K CepBHCaM
CTaHOBHUTCSI KJIOUEBOH 3aj1aueil MH(POpPMaIMOHHON Oe30macHOCTH. PaccMaTpuBarOTCsl akTyaibHbIE Yrpo3bl, BO3-
HUKAIONIME TIPH Tiepejaye JaHHbIX B OOJIAYHBIX Cpelax, U Moka3aHa posnb VPN-TeXHOnoruid B npegoTBpaiieHnu
arak. [lonpoOHo ananmsupyrorest ocobenHoctr OpenVPN u WireGuard: apxurekrypa, kpunrorpadudeckas 6asa,
yI00CTBO HACTPOUKH U POU3BOIUTENILHOCTD. B paboTe npezcTaBieHa apXUTeKTypa ITF03a, BKIIOYAKOLIas cepBep
VPN, MexceTeBble QUIBTPBl H MEXaHU3MBI MapIIPyTH3ALMH, 00eCIEUNBAIOIINE IPUHYAUTEIBHOES IPOXOKICHHE
Bcero Tpaduka yepe3 3amIM(poBaHHBINA TyHHENb. DKCIEPUMEHTHI, IPOBEJCHHbBIC B BUPTYAIM3HPOBAHHON cpefe
VMware Workstation, noka3zanu, uto WireGuard nemoHcTpupyer 6oliee BHICOKYI0 CKOPOCTb IEpeaud AaHHbIX U
HU3KYIO 3aJIepKKy, Toraa kak OpenVPN omnuaercsi THOKOCTBIO M COBMECTUMOCTBIO C KOPIIOPATHBHBIMU CHCTEMa-
mu. COBMECTHOE HCITOIb30BaHNE 00OMX MPOTOKOJIOB TTO3BOJISIET MOBBICHTH OTKA30yCTOMYMBOCTD U aallTHBHOCTh
cucteMbl. [IpakTidyeckast 3HA9YMMOCTD UCCIIEIOBAHMUS 3aKITI0YACTCS B BO3MOXKHOCTH BHEIPEHUS IIPEIUIOKEHHOM ap-
XHTEKTYPBI B KOPIIOPATHBHBIX U YAaCTHBIX CETAX UL 3aIMUTHI OOMAYHBIX MPUIIOKCHUH, OpraHU3alUH YIaJICHHOIO
JOCTyIIa COTPYAHUKOB M NOBBIILIEHUS YPOBHS 0€30IIaCHOCTH HH(POPMALIOHHBIX PECYPCOB.

KaioueBble ciioBa: o0iauHble MPUIOKEHUS, HH(GOpMaIMOHHas! 0€30MacCHOCT, 3aIMIIEHHBIN UTI03, MH(po-
BaHHE, CETEBbIE IPOTOKOJIBI.

BBenenue

CoBpeMeHHbIE 001a4HbIe TEXHOJIOTHU MPEAOCTABISAIOT UPOKHUE BO3MOKHOCTH JJISl XPaHEHUS,
00paboTKH U nepeaadu JaHHbIX. OJHAKO UX UCHOIb30BAaHHE CONPSKEHO C PUCKAMMU: IIEpexBaT Tpa-
(uKa, HECaHKIIMOHUPOBAHHBIN JJOCTYT, aTaK! TUIIA «YEJIOBEK ocepeanney». B atux ycnosusix VPN
(Virtual Private Network) ocraercst oqauM u3 Han6onee 3¢ HeKTUBHBIX HHCTPYMEHTOB 3aLUThI KOM-
MyHuKauui [1].

Wcnonp3oBanue momHoi mudpanun naketoB B VPN obecrieunBaeT ycTOHYMBOCTH K 0OHApY-
KEHUIO ¥ OJIOKMPOBKAM, YTO MOJATBEPKIAET akTyaibHOCTh VPN Kak cpencTBa 3aiuThl KOMMYHHUKA-
it [2]. OpenVPN u WireGuard sBnsitoTcst AByMsl HanboJsiee pacpOCTpPaHEHHbIMU PEIICHUSIMH B
naHHoU obnactu [3, 4]. IlepBblil oTaHYaeTCs 3pEIOCThIO U THOKOCTBIO, BTOPOW — BBICOKOW CKOPO-
CThI0 M1 MUHUMAJIMCTUYHON apXUTEKTYpOu. P nccnenoBanuii moaTBepKAaeT 3TH pasinuus. Taxk,
Jason u Donenfeld nokazanu, uro WireGuard npeBocxonut Tpaguinronasie VPN 1o npomyckHoi
CIIOCOOHOCTH U 3ajiepKkaM [5], a pabotel Joel Anyam u coaBTOpOB MOYEPKUBAIOT IIIUPOKYIO TPH-
meHnMocTh OpenVPN B KopriopaTHBHBIX HHPpACTPYKTypax Onmaromapsi 60oraToil moaaepkke Kpui-
TOorpaguuecKux alropuTMoB [6].
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HecMotpst Ha momysipHOCTh 000X MPOTOKOJIOB, HETOCTATOYHO MCCIIEIOBAHUHN, KOMIUIEKCHO
paccMaTpHUBArOIIMX UX COBMECTHOE MPUMEHEHHE B apXUTEKTYPE 3allUIICHHOTO IIITI03a JIJIs 00J1ad-
HBIX PHIOKEeHHUH. L[enb cTaTbu — BOCTIONHUTD JaHHBIN MPOOEI U MPEIOKUTD MPAKTHYECKYI0 MO-
JIeTh 1IIJTI03a, 00eCIIeUrBAIONIETo Oaanc MeX 1y 0e30TaCHOCTBIO U TTPOU3BOIUTEIHLHOCTBIO.

HecMotps Ha TO 4TO OCHOBHOE BHUMaHUE yAEIIEHO IMMOCTPOCHHUIO 3AIIUIIIEHHOTO IIUTI03a 15 B3a-
UMOJICHCTBHSI ¢ OOJAYHBIMU TIPUIIOKCHUSMH, peaTH3allisl MPOU3BOAMIACH B BUPTYAIM3UPOBAHHOMN
cpene VMware Workstation. 910 00ycI0BI€HO OTpaHUYCHUSIMH 110 OIOKETY W OTCYTCTBHUEM JTOCTY-
1a K KOMMEpPYeCKUM OOJIauHbIM TuiaTgopmaM. TeM He MEHEe BCsl apXUTEKTypa PEIICHUS U UCIIONb-
3yeMbI€ TIPOTOKOJIBI COXPAHSIOT MOJHYIO IEPEHOCUMOCTD Ha 00JIauHbIC Cpelibl, Takue Kak Microsoft
Azure, Amazon EC2, DigitalOcean u ap. [lpuniunst noctpoenus: VPN-TyHHeNs, MapuipyTH3aUN
U GuIbTpanuu TpaprKa OCTAIOTCS aKTyaJTbHBIMH BHE 3aBUCHMOCTH OT CPEJIbl Pa3BEPTHIBAHMUSI.

MarepuaJibl 1 METOABI

Poct nHTEpeca K MOCTPOCHHUIO 3alIUIIEHHBIX CETEBBIX IIUTFO30B B COBPEMEHHBIX YCIOBUSIX Ha-
IpsSMYIO CBSI3aH C yBEJIMYEHUEM UYHCIIa M10JIb30BaTelNeH, MOAKIIOUAIOUXCsl K 00JIauHBbIM CEepBHCaM
U3 HeCTAOMJIHHBIX WJIH MOTEHIIMAIBHO YSI3BHUMBIX CETEH, Oy/ib TO JJOMAITHUE TIOAKIIOUSHHS, ITyOInd-
ueie Wi-Fi cetn mim moOminbHEIH MHTEpHET. B paMkax maHHO# paOOThI CTaBUTCS 3a1ada pa3padoT-
K{ MPAaKTUYECKOTO PELICHHUs, KOTopoe obecreunT 0e30macHblii 0OMEH TaHHBIMH MPH B3aHUMOJICH-
CTBHH C O0JaYHBIMH MPHIIOKESHUSMH, HCIIOJIB3YS aKTyanbHble TexHojoruu VPN Ha 6a3e mpoTokoIoB
OpenVPN u WireGuard.

B HauanbHOI (ase ucciae0BaHEe OPUEHTUPOBAHO HA ONIpE/IesIEHNE XapaKTepHBIX YsI3BUMOCTEH,
CBSI3aHHBIX C Ilepeaadeii TaHHbIX B 001a4HOM cpezne. [Ipu 3ToM ocoboe BHUMaHUE ylesieTcs ClieHa-
pHsIM, B KOTOPBIX KOHEYHbIE YCTPOMCTBA MOJIb30BaTENIeH MOAKIIIOYAIOTCS K 00JIauHBIM TUIaTGopMam
Yyepe3 HeHaJe)KHbIE KaHAJbI CBSA3H, YTO JeJaeT HEOOXOAMMBIM BHEIPEHUE JTOTIOTHUTEIBHOTO CIIOS
3aIHTHI.

Crenyrouiuii STarm npeanonaraeT BIOOp TEXHUUECKUX PEIICHUH, CIOCOOHBIX CHU3UTh YKa3aH-
Hble pUCKU. B KauecTBe NMpUOpUTETHBIX paccMmarpuBaroTcs VPN-mpoTokosbl, mpeniararmomme 3a-
HIMIIEHHBINA CTI0cO0 B3aWMONICHCTBUS ¢ ylajJeHHBIMU pecypcamu. B nmanHom koHTekcte OpenVPN
BBICTYTIACT KaK IMMPOBEPEHHOE BPEMEHEM pPEIIeHHEe ¢ THOKOW HacTpoiiKoi, Torna kak WireGuard pac-
CMaTpUBaeTCsl KaKk MHHOBALIMOHHAS aJbTEPHATHBA, OPUEHTUPOBAHHAS HA MPOU3BOIUTEIHHOCTH U
ynpouieHrne apxuTekTypbl. O1ieHKa 000MX MPOTOKOJIOB MTPOBOAMTCS C YUETOM YCIOBHI UX MHTETpa-
UM B Pa3HOPOIHBIE HHPOPMAITMOHHO-TEXHUYECKUE CPEJIbI, a TAKIKE CIIOCOOHOCTH MPOTUBOCTOSTH
pacIpoCTpaHEeHHbIM yTpo3aMm.

OnHako uccienoBaHUe HEe CBOAMTCS MCKIIIOUUTENIBHO K BBIOOPY NMPOrpaMMHOIO 0OECIIEUEHHs.
OmHO# 13 BOKHEUTIIHNX 33714 CTAHOBUTCS ()OPMHUPOBAHNE APXUTEKTYPHOM MOJICIH IIUTI03a, BKITFOYAr0-
el MapIIpyTU3aUI0, MEXaHU3MbI IIH(POBAHUS, KOHTPOJIb TpaduKa U CIIOCOOB! Ay TEHTU()UKALTHH.

HccnenoBanne nmpoBOaUTCS B M30JIMPOBAHHOM cpelie Ha 0a3e BUPTYAIbHBIX MAIIWH, YTO JAET
BO3MOXKHOCTh MOJICTTHPOBATh PeasibHbIC YCIOBHS SKCILTyaTallud U BOCCO3/aBaTh MOTCHIIUAILHO He-
CTaHJAPTHBIC CUTYallUU: OOPBIB COSIMHECHUS, MTOTBITKY HECAHKIIMOHUPOBAHHOTO JIOCTYIIA, TUKOBYIO
Harpy3ky. 9T0o NO3BOJII€T OOBEKTUBHO NPOBEPUTH, HACKOIBKO IMPEJIOKEHHOE PEIIeHHE COOTBET-
CTBYET TpeOOBaHUSIM CTAOMIHPHOCTH | 3AIIUIIICHHOCTH.

HccnenoBanne CTpOUTCS HE TOJIBKO Ha M3YYEHUH TEOPETUYECKUX OCHOB. Ero BaxHOil cocTas-
JISTFOILIEH SIBIISICTCSI MPAKTUYECKasl peau3alys 1 IpoBepka paboToCOoCOOHOCTH pa3pabaThIBAEMOTO
nuro3a. C OIHOW CTOPOHBI, TPOBOJAMTCS aHATTUTUYECKUI 0030p JTUTEPATYPHBIX H HOPMATHUBHBIX UC-
TOYHHUKOB, Kacaronuxcss VPN, kpurnrorpaduueckux METOJIOB U apXUTEKTyp OezonacHoctu. C apy-
rOil — BBINOJIHACTCS IOIIAroBas HACTPOMWKA M OTNIAJKa ILTI03a, BKJIIOYAIOUIAs MCIOJIb30BAHUE KO-
MaH/IHOHM CTPOKH, paboTy ¢ KOH(pHUTYparMOHHBIMHE (paiiiaMu, aHaJIN3 JIOTOB U YCTPAHEHHUE OINOOK.
Takoli o101 MO3BOJISAET MOTYYUTh BCECTOPOHHEE TOHUMAHNE HE TOJBKO JJOTHKH PaOOTHI CUCTEMBI,
HO ¥ OCOOCHHOCTEH ee BHEIPCHUSI.
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Paznuuus MexIy mpoTOKOJIaMH OCOOEHHO 3aMETHBI Ha ATale BHEAPEHHS B pealbHBIC CETH.
OpenVPN OTIUYHO NOAXOIUT Il KOMITAHUH C pa3BUTON HHPPACTPYKTYPOH, HYKJAFOIIUXCS B TIPO-
JBUHYTOM MapiipyTusanuu, 1udpdepeHIrpoBaHHbIX MpaBax J0CTyNa U NOAKIIOYEHUH K BHYTPEH-
HuM cepucam — LDAP, Active Directory u neHTpanu30BaHHBIM cUCTeMaM JiorupoBanus. OH JaeT
BO3MOKHOCTb TMOKOM HACTPOMKH MOJUTHK, BKJIIOYas orpaHrnyeHue 1o [P-nuamnasonam, BpeMeHu ak-
TUBHOCTH U YPOBHIO JOCTYIa KOHKPETHBIX KJIMEHTOB, YTO JEJIAET €r0 MOIIHBIM HHCTPYMEHTOM JUIS
aJIMUHHUCTPUPOBAHHUS.

WireGuard, HanpoTuB, ONTUMU3UPOBAH TOJ 33a[1a4l, B KOTOPBIX KIIIOYEBBIMH SIBIISIOTCS CKO-
pPOCTb U MPOCTOTA MCIOJIb30BaHUSA. OH MOKa3bIBaeT BBICOKHE IMOKA3aTeId MPOU3BOIUTEIBHOCTH
naxe Ha cmabom obopynoBanuu: ogHoratHeix 1K, poytepax u loT-ycrpoiicTBax. [logkmoueHus
yCTaHaBJIMBAIOTCS MTHOBEHHO, BOCCTAHABIINBAIOTCS aBTOMAaTUYECKH IIPU CMEHE ceTeil U He TPeOyroT
PYYHOTO BMEMIATENIBCTBA I OOHOBIICHHS HACTPOEK. DTH cBoiicTBa nenator WireGuard npusieka-
TEJIHBIM JIJIs1 MOOMITBHBIX pemeHuid, DevOps-uH(ppacTpyKTyp U IPOEKTOB, TI€ PECYypCHl OrpaHHye-
HbI, @ CTAOMIIBHOCTh KPUTHUYHA.

Jlia yno6cerBa BocnpusTHs KitoueBbiX paznuunii Mmexxay OpenVPN u WireGuard ux xapaxrepu-
CTHKH TIpeCTaBICHBI B Tabmmie 1.

Ta6muna 1 — CpaBaenune xapakrepuctuk OpenVPN u WireGuard

[MTapamerp OpenVPN WireGuard

ApXHUTEKTYypa MonynsHast, ocHoBaHa Ha TLS MuHuManucTUYHAas!, BCTPOEHA B
sapo Linux

Hudposanue AES-256, Blowfish, CASTS u np. ChaCha20, Curve25519
(puKcupoBaHHBIC)

Hacrpoiika T'ubkast, HO cloXKHAas IIpocras, equnblit
KOH(UTYPAIIMOHHBIN (haiin

[Tpou3BOIUTENEHOCTH Cpenssist (3aBUCHT OT IMapaMeTPOB) Bricokas, ocobenno Ha Linux-

ruaropmax

ITonneprxka marhopm

[upoxasi, Bkiatodas Windows,
MacOS, Linux

Orpanndena Ha ctapbix OC, myurie
Bcero pabdoraeT Ha Linux

COBMECTUMOCTSD C
KOPIOPAaTUBHBIMU ITOJIMTUKAMHA

Bricokas

Tpebyer aganTanun

[IpumenumocTtb

Kopnoparususie cetn, L{O/Ip1,
CIIOKHAsT MapIIPy TH3aLHs

Jlmarsie VPN, DevOps, MOOITBHBIE
YCTpOMCTBa

B pamkax ctarbu 06a mpoTOKOJIa pacCMaTPUBAIOTCS KaK B3aUMOJIOIIONHSIONINE, a HE KOHKYPH-
pyromue perreHus. X mapamienbHOe UCTIONb30BaHNE MTO3BOJISIET PEan30BaTh aalTUBHYIO apXu-
TEKTYpY, B KOTOPOH KOHEYHBIN IMOJH30BaTEIh CAMOCTOSTEILHO BBIOMPAET HAWOOJIEe MOAXOMSITUI
BapUAHT MOJAKIIOUEHHUs. Takol MOAX0j pacimpseT BO3MOKHOCTH KOH(HTypaluu, yBEIMYWBAET
THOKOCTh CHCTEMBI U J]aeT BO3MOXKHOCTh 00JIe€ TOUHOTO aHaan3a 3(h(HEKTUBHOCTH KaXK0TO U3 MPO-
TOKOJIOB B YCJIOBHSAX peajJbHON IKCIUTyaTalliuu.

Pe3yabTarhl u 00cy:K1eHue

OyHKIMOHAJIbHAS CXeMa pa0OThl 3alIMIEHHOIO CETEBOTO IITI03a (OPMUPYETCS BOKPYT UYETKO
OpPraHM30BaHHOI'O B3aMMOJEHCTBUSI MEXKAY LIEHTPAIbHON CEpBEPHOM YaCTh0 U MHOXKECTBOM KIIM-
EHTCKUX YCTPOMCTB, 00BEIMHEHHBIX B paMKax JIOTHYECKU 3aMKHYTONH HHPPACTPYKTypbl. OcHOBHAs
3aj1a4a 3TON CUCTEMBbI 3aKJII0YAETCsl B CO3/JAaHUN YCTOMYMBOT0, 0€30I1aCHOTO 1 YIPABIIEMOT0 KaHaa
nepesadu JTaHHbBIX, 110 KOTOPOMY BECh ITOJIb30BATENILCKUI CeTEeBON TpauK MPOXOAUT B 3aIIU(pO-
BaHHOM BuJe. LleHTpasIbHbIM 2]1EMEHTOM B JaHHOM apXUTeKType BbicTynaer VPN-cepsep, Ha KoTO-
POM peanu3yroTcs GyHKIUN UG POBAHUS, MAPLIPYTHU3ALNH, YIIPABIECHUS CECCUAMU U KOHTPOJIS TIO-
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JUTHK 0CTyna. BusyanbHas cTpyKTypa B3aMMOIEHCTBUS BCEX KOMIIOHEHTOB IIUI03a IPECTABIEHA
Ha pucyHke 1.

CHCTEMa KOHTPONA
H MOHMTOPHHIA

VPN- 3 VPN

cepeep
Knneuy e
AW WEHHBIA

e OfnauHan

H H¢'F.‘EI.I'_‘TFI"I|I'KT)"[JH

Mpasuna daepeona

Pucynox 1 — O6mas cxema paboThl 3alIMIIEHHOTO CETEBOT0 IILTI03a

B pesynbrare dhopmupyercs cxema, B KOTOPOU KaXKIIbI ATall — OT TMOAKITIOYEHHS 10 KOHTPOJIS
Tpadrka — 0XBaThIBAETCS CHEIMATM3UPOBAHHBIM HAOOPOM MEXaHHU3MOB. DTO MO3BOJISIET BBHICTPAU-
BaTh HAJISKHYIO U B TO K€ BpeMs THOKYI0 HHPPACTPYKTYpY, aAalTUPYEMYIO MOJ] pa3JIUYHbIE CLIEHA-
puu skcrutyaranuu. 111103 He mpocTo o0ecneunBaeT 3alUIeHHYI0 KOMMYHHKAIIUIO, HO U (popMUpY-
€T OCHOBY JUIsI IOCTPOEHUS 00JIee CIOKHBIX CETEBBIX PEIICHUN, COXPaHss MPHU 3TOM MPO3PAUYHOCTD
KOH(UTYpaIuy U ynpaBiIsieMOCTb.

J1 peanu3auy 3auiiineHHOTo TYHHEIST MeKIY KIIMEHTOM U CEpBEPOM HEOOXOTMMO TIpeIBapH-
TEJIHHO YCTaHOBUTH U HacTpouTh OpenVPN.

brina BeIonHeHa monHas HacTpoiika cepBepHoit yactu OpenVPN ¢ ucnonb3oBanuem Easy-
RSA 3.x. Peanu3oBanbl Bce KJIHOYEBBIE Talbl KPUNTOrpahuueckoi MOArOTOBKHU: MHULIMATH3AIMS
HEHTpa cepTu(dUKaln, BBITYCK CEPBEPHOTO cepTUdUKaTa, FeHepalys napaMeTpoB MUPPOBaHUSI 1
co3naHue Kiodeit 6e3onacHocTr. Takke moapoOHO pacCMOTPEHBI MPOIIECChl (POPMUPOBAHUS U TTOI-
MUCH KIIMEHTCKOTO CepThu(UKaTa, 9T0 00ECIEeUnIIO TOTOBHOCTh MH(PPACTPYKTYPHI K Oe30macHOMY
B3aNMOJENCTBUIO MEXKY CEPBEPOM U KIIMEHTaMH uyepe3 VPN-TyHHEb.

Ha pucynke 2 oroOpaxkaeTcsi MOATBEPIKICHUE YCIEIIHOTO MOAKIIIOYEHUS M (PaKT MaplIpyTH-
3anuu Tpaduka yepe3 ycraHoBieHHoe VPN-coenuHeHune. ITO CBUIETENBCTBYET O KOPPEKTHON Ha-
CTpOiKe U paboTOCIIOCOOHOCTH BCeH KpunTorpaduueckod MHPPACTPYKTYPhI, pa3BEPHYTOH ¢ HC-
nons3oBaHueM Easy-RSA 3.x xkak Ha cepBEpHOH, Tak U Ha KIMEHTCKOW CTOPOHE.

Pucynok 2 — 3anyck u nipoBepka coctosiaus cepsuca Open VPN
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Jiia peanuzanuu Broporo VPN-mpoTokona B paMKax 3allMIIEHHOIO LUTI03a HCIOJIB3YETCs
WireGuard. OH oTiMyaeTcsi KOMIAKTHOW apXUTEKTYPOH, BBICOKOW MPOU3BOAUTEIBHOCTBIO U MPO-
ctotoil koHpurypauuu. B ornuune or OpenVPN, nanHblii npoTokos He TpeOyeT pa3BepThbIBAaHU
HEHTpa cepTU(UKALIUNY, @ UCTIONb3YET CTaTUUYECKHE KIIIOUH, YTO JIENAaeT ero 0COOCHHO YIOOHBIM B
YCJIOBHSIX OIPAHUYEHHBIX BBIYMCIUTEIBHBIX PECYPCOB.

3aBepmiaomuM dTanoM HacTpoiiku VPN-cepBepa siBisieTcs: akTUBaIlMs MEXaHH3Ma Tepeajipe-
caru [P-Tpaduka, HeoOxoqMMOTro Asi 0OecnedeHnss MapIIpyTH3aluy KIMEHTCKUX JTaHHBIX Yepes
3aIUIICHHBIN TyHHENb. DTOT NapaMeTp MO3BOJISET NepeaBarh MAKEThl OT MOAKIIOYEHHbBIX KIMEH-
TOB BO BHEIIHHUE CETH, ACHCTBYs Kak MapuipyTu3arop. Bkitouenue qaHHON (YHKIMH BBITOTHACTCS
MyTeM M3MEHEHHsI CUCTEMHON CeTeBOM KOH(UTypaluu, OTBevaronlei 3a nepecbuiky [Pv4-nakeros
Mexny uHTepdeiicamu. [IpoBepka aKTHBHOCTH COCTUHEHHS MPOU3BOAMTCS KOMaHIOW «sudo wg
show», pe3ynbTar KOTopoii MpeAcTaBIeH Ha PUCYHKeE 3.

:-5 sudo wg

wKTACDZ2mLsUVp 2irITno=
private key: (h
listening port:

endpoint: 192.16E.
allowed ips: 10,18
latest handshake:
transfer: 12.21

Pucynox 3 — Ilposepka coctostaus coenunenust WireGuard

Peanuzarus Mexann3ma ceTeBoi (QMIIBTPAIMM B PAMKax 3allUIIEHHOTO [IUTI03a OCYIIEeCTBIIET-
cs1 ¢ ucnonb3oBanueM UFW (Uncomplicated Firewall) — ytunutsl, nmpenocrapmistomeit ynpoueH-
HBII HHTEep(eiic 11 ynpaBiIeHus] BCTPOSHHBIM B CHCTEMY HHCTPYMEHTOM iptables. JlanHbIi moaxon
MO3BOJIIET 3HAUYUTEIHFHO YIPOCTUTH HACTPOUKY Ga30BBIX MOJUTHK MEKCETEBOTO SKPaHUPOBAHMUS, HE
CHIKasl IPH 3TOM YPOBHsI 0€301acHOCTH. B COOTBETCTBUM € IPUHSATON MOJEINBIO «3aIPeT MO0 yMOJI-
YaHUIO» BCE BXOAAIINE TOAKIIOUEHHSI OJIOKUPYIOTCSI, 32 UCKIIIOUCHHEM SIBHO Pa3pElICHHBIX MTPABUIL.
B nanHoii kOH(MUTYpaAIUK OTKPHIBAIOTCS TOJIBKO TE TMOPTHI, KOTOPbIE HEOOXOIUMBI IS (PYHKIIHOHH-
poBaHus TyHHENIbHBIX MMPoToK0oI0B Open VPN 1 WireGuard. 910 obecriednBaeT orpaHndeHre BHEIII-
HETo JA0CTyna K HHPPACTPYKType, MUHUMHU3HUPYS BOBMOXHbBIE TOYKH BXO/IA.

[ToMumoO MOPTOBOM (MIBTPAIMM, BaXKHBIM ACHEKTOM SIBISAETCS NMPHHYAUTENbHAS MapLIpyTH-
3aIisl BCETO KJIMEHTCKOro Tpaduka UCKIouuTenbHo uyepe3 VPN-tynnens. Takas mepa mo3BossieT
MOJTHOCTBIO UCKJIIOYUTH BEPOATHOCTh 00X0/1a 3alIUIIEHHON MHPPACTPYKTYpHl U YTEUKH JAHHBIX B
oTkpeIThIii UaTepHeT. [y monb3oBareneid OpenVPN nannas GyHKIHS aKTHBUPYETCS C TTIOMOIIBIO
napamMeTpoB KOH(UTYpaIiy, HMepeHaNpaBisIomuX Bech TpapHuK uepe3 BUPTYyaJbHbBIM HHTEepdeiic
cepBepa. AHanornunbsii 3¢ ekt nocturaercs B WireGuard myTem yka3zaHHUs MapHIpyTOB B Iapame-
Tpe, KOTOPBIN 3aaeT MOJIHBIN nepedeHs [P-anpecos, TOCTyHBIX TOIBKO Yepes HuIto3. B pesynbsrare
BECh I0JIb30BATENBCKUI Tpaduk HampasiseTcs cTporo uepe3 VPN, obecrnieunBasi eHTpaIl30BaH-
HYIO0 (pUIBTpALNIO, KOHTPOJIb U 3amuTy. CxemMaTrudeckoe MpeCTaBIeHUEe apXUTEKTYPbl MapIIpyTH-
3aIuK 1 GUIBTPAIUY IPUBEJICHO HAa PUCYHKE 4.

XO0Ts MpaKTUYecKas pean3alis OCyIeCTBIIIACH B IOKAJILHOM J1a00paTopHOii cpejie, MoTydeH-
HBIE PE3yNbTaThl U CTPYKTYPa PELICHUS TO3BOJISIOT YTBEPXKIATh, YTO OHO MOXKET OBITh aJlallTHPOBa-
HO JIIsl UCTIOJIb30BaHMS B IMyOJIMYHBIX MM YAaCTHBIX oONakax. DTo AeaeT MpeIoKEeHHbBIN MOaX0/
YHHUBEPCAIbHBIM M IPUMEHUMBIM B PEAJIbHBIX YCIOBHUAX HKCIUTyaTallMy 3aIMMLICHHBIX yAAJIEHHBIX
MOJKJIFOYEHU .
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Knuent TyHHens VPN-cepsep MHTepHeT

Pucynox 4 — Cxema IpuHYyAUTENIBHOW MapLIpyTU3aLuu
Bcero Tpaduka kimeHTa yepe3 VPN

Takum o6paszom, popMHpyETCs JIOTHYECKH 3aMKHYTasi CXeMa, B KOTOPOil 100bIe ceTeBbIe B3a-
UMOJICHCTBHS KJIIMEHTA MPOUCXOAAT UCKITIOYUTEIBHO Yepe3 KOHTPOIHpyeMblii 1uto3. CaM U3, B
CBOIO OYepe/ib, OCYIIECTBIIIET MOHUTOPHUHT U YIpaBIeHHE BCeM TpadUKoM, KaKk BXOISIINM, TaK U
ucxomAmuM. Takoi moaxoa 0cOOEHHO aKTyalieH B YCIOBHUSX MCTIONB30BAHNUS ITyOIUYHBIX HIJIH HEHa-
JIeKHBIX CETEH, IJie KPUTUIHO 00ECIIeYHUTh MOJIHOE JT0BEPUE TOIBKO K OTHOMY — TYHHEITUPOBAHHOMY
KaHaIly JJOCTYyTIA.

JInisi IOBBIIEHUS] HATMIATHOCTH U YCKOPEHHsI MIPOIIECCOB HACTPOWKH B XO/I€ TECTUPOBAHUS HC-
MOJIB30BANINCH Tpaduueckne monb3oBarenbckue naTepdericel (GUI), mocTynmHbie B KIMEHTCKAX U
CEpBEPHBIX PEHICHUsAX I 00enx TexHonoruid. TecToBast cpena Obl1a pa3BepHyTa Ha BUPTYaIbHbIX
MalmHax, GyHKIMOHUPYIOMINX O] yIpaBieHneM onepannoHHbx cuctem Ubuntu Desktop n Kali
Linux. BupryanbHbele MammHbl OB COEAMHEHBI Yepe3 KOMOMHUPOBAHHYIO cxeMmy bridge-cereif,
YTO TO3BOJIMJIO CMOJIEJINPOBATh KaK JIOKAJIbHBIC, TAK W BHEIIHHE MOAKIIOYeHUs. Takas KoHUry-
parmsi obecrieurBalia TOCTATOUHBI yPOBEHb peain3Ma Uil OlleHKH mnoBeacHus VPN B ycrnoBwHsx,
NpUOIIKEHHBIX K PeaTbHOM HKCIUTyaTallluy.

CpaBHHUTENBHBIE XapaKTepUCTUKU npoTokona WireGuard yacTo aHaIM3HPYIOTCS B COMOCTAaB-
nennu ¢ OpenVPN. Ot HabmroneHns 0coOEHHO Ba)KHBI ISl OLIEHKH MPUMEHUMOCTH TEXHOJIOTHH B
BBICOKOHArpyKEHHBIX PaCIpPEENIEHHBIX cucTeMax [7].

Ha ocHoBaHMHM pe3ynbTaToB, MOyUYEHHBIX B XO/I€ SKCTIEPUMEHTAILHON TpoBepKH paboTsl VPN-
IIJIF030B, BHIMOJIHEHO COMOCTABICHNE XapaKTEPUCTHK JIBYX MCCIEAYeMbIX MPOoToKosoB — OpenVPN
u WireGuard. B cpaBHeHNHN y4HUTBIBAINCH KaK KOJTMUECTBEHHbIE TOKA3aTeN! (3a7epkKKa, IIOTepH ma-
KETOB), TaK U Ka4€CTBEHHBIC XAPAKTEPUCTUKH, (PUKCHpPYEMble BU3YyaJIbHO MU Yepe3 KOMaHIbl MO-
HUTOPHUHTA.

3HaueHHs cpeqHel 3aepKKH pH Tepenade maketoB B TyHHese WireGuard oka3annch HIKe U
cocTtaBuiy 0ko10 0.5 Mc, B To Bpemsi Kak i1t Open VPN 3ToT nmokasaresns HaxousIcs B ripeaenax 1 Mc.
MaxkcumanbHas 3anepxkka y WireGuard taxoke O0bi1a Hike (1 mc mpotuB 2 mc y OpenVPN), gato
MOYKET CBUJICTEILCTBOBATE 0 Ooiee 3pdexTuBHON 00paboTke Tpadrka BHYTPH siIpa ONeparliOHHON
cucremsl. [loTepu makeToB npu paboTe 060MX MPOTOKOJIOB OTCYTCTBOBAJIH, YTO IEMOHCTPUPYET MX
CTaOMIIBHOCTH B KOHTPOJHPYEMOH cpenie. Pe3yiabprarsl SKCiepIMeHTa yKa3aHbl B TA0IuUIE 2.

Ckopocts ycraHoBinenus coennnenns B WireGuard BU3yasibHO BBIIIE: TOIKIIOUYCHHE TPOHCXO-
JIAJIO TIPAKTUYECKH MTHOBEHHO, Torna kak OpenVPN nemoHCTprpoBan HEOOIBIIYIO 3a1€PKKY MTPH
3arrycke. MOHUTOPHHT TpaduKa ¢ IMOMOIIbI0 YTHIIATH nload rmoka3an Haaudre akTHBHOCTH B 000UX
CIIyJasix, 4To MoATBepKAaeT padborocnocooHocTs TyHHene. TTL B orBerax Ha ICMP-3ampock! B
00ouX cirydasix COCTaBIsiI 64, 4TO yKa3bIBaeT HAa OJHOCTYIEHYATYIO0 MapIIpyTU3aLuio 0e3 mpome-
KYTOYHBIX Y3JIOB.
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Ta6muma 2 — CpaBautensable Xapakrepuctuku Open VPN u WireGuard o pe3ynbraraM TecTUpOBaHUS

Merpuka OpenVPN WireGuard
Cpemusis 3amepixka (Mc) 1 0.5
MakcumasbHas 3aJepKka (Mc) 2
[orepu maxeros (%) 0 0
3arpyska CPU (%) 7 2.5
KpunroycroiiunBocTs (011eHKa) 4.5 5

Harpy3ka Ha neHTpanbHbli nporeccop npu pyHkunonnpoBanuu VPN-coennHeHns 3aMepsiiach
NP TOMOIIY KOMaH b1 top. B mpouecce nabnronenuit cpeanss 3arpyska CPU npu padore Open VPN
cocraBmiia nmopsiika 6—-8%, B To Bpems kak y WireGuard qaHHBIH 1MOKa3aTelb OKa3aics 3HAYUTEIIbHO
HIDKE U He mpeBbiman 2—3%. 31o MoxkeT ObITh cBsA3aHO ¢ TeM, yTo WireGuard peann3oBaH B Ipo-
CTpaHCTBE siApa 1 061aaeT 6osiee KOMIAKTHOW apXUTEKTYPOH.

JIONOMHUTENBHBIA KPUTEPUN aHaIu3a — ypOBeHb Kpunrorpaduyeckoit 3ammumeHHocty. [Ipo-
Tokos1 OpenVPN npumensieT Takue npoBepeHHble anroputmbl, kak AES-256, TLS, u undpactpyk-
Typy oTKpbIThIX Kitouelt (PKI), uro obecreunBaer BbICOKUH YypOBEHb KPUNTOCTOMKOCTH. OHAKO
BBICOKAsi THOKOCTh HACTPOWKH CONMPOBOXKIACTCS PUCKOM OMHMOOK KoH(purypauuu. B oTamume ot
Hero, WireGuard ucnomns3yer coBpemeHHbIi ctek anroputMoB: ChaCha20, Curve25519, Poly1305
u BLAKE2s, peanuzyembix B BUJie MUHUIMAJIUCTUYHON CXeMbI. Takasi CTpyKTypa CHU)KAeT BEpOsIT-
HOCTb KOH(UI'YpallMOHHBIX YSI3BUMOCTEH M MOBBILIAET 00Iee JOBEpHE K O€30MaCHOCTU COENHE-
HUSI.

JUId HamIggHOTO NPEACTAaBICHUS Pa3IU4YMid MEXIy MPOTOKOJIAMHU MO YMCIOBBIM IOKa3are-
asaM — 3anepxkke, 3arpy3ke CPU u KpUNTOCTOMKOCTH — MOCTpPOECHA CpaBHUTENbHAs JuarpaMmma
(pucyHox 5).

Cpasnenwe OpenVPN n WireGuard no knio4vessim meTpukam

Tt OpenVPN
e WireGuard

IHAYEHWE

D u!.t.‘.l “ |rAch o8 o) e (%l L_DUEH‘@‘&

pep o Fli ; et
pare: 32 noted? 3arPy " wﬂoﬂqﬁﬁa
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MeTpuka

Pucynok 5 — Jlnarpamma paznuunii Mexay OpenVPN
u WireGuard 1o KJI04eBbIM METPHKAM

Ha ocHOBaHMM COBOKYIHOCTH BBIIICYKa3aHHBIX HAOMIOICHUN MOKHO CIENaTh BBIBOJ, YTO IPO-
Tokos1 WireGuard 1eMOHCTpUpYET JIyUllIie pe3yabTaThl M0 Psiiy KIIOUYEBBIX MOKa3aTelel, BKIIIoYas
KOHTPOJIBHBINA TpaduK, cTaOUIBHOCTh U KPUNTOTpaUIECKyI0 HaJEKHOCTH, IIPH 3TOM OCTaBasiCh
0oJiee MPOCTHIM B KOH(PUTYpaLlMU U SKCILUTyaTalluu.
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Takum 0Opa3om, HECMOTpPS Ha UACHTHYHBIN (DYHKIMOHAT — CO3/IaHHUE 3AIIUIIEHHOTO TYHHEJI,
npotokoisl OpenVPN u WireGuard mokazanu pa3nuuus B CKOPOCTH YCTAHOBIICHUSI COEIMHEHMUS,
Harpy3ke Ha CHCTEMY M CIOXHOCTH KOH(HTrypanuu. B ycroBusx orpaHudeHHON HHPPACTPYKTY-
PBl 1 HEOOXOAUMOCTH OBICTPOrO pa3BEPThIBAHUS MPEANOYTUTEIILHBIM PELICHUEM MOKHO CUMTATh
WireGuard, omqHako BBIOOpP JOKEH OCHOBBIBATHCS HA MOJIMTHKE 0€30IaCHOCTH OPraHU3aIMK U UH-
(bpacTpyKTypHBIX BOBMOKHOCTSIX.

3akarouenne

B xone uccnemoBanus ObUTH BBITIONHEHBI MPOEKTHPOBAHUE, peasn3anns M KOMITICKCHAsI Ha-
CTpO¥Ka 3aIUIICHHOTO CETEBOTO IUTt03a Ha 0CHOBE mpoTokosioB OpenVPN u WireGuard, a Takxke
NpOBEJICHa BCECTOPOHHSS MPOBEPKA €ro pabOTOCIIOCOOHOCTH M 0e30MacHOCTH. JJOCTUTHYTHI pe-
3yJbTaThl, MOATBEpKAAtONINE 3(PPEKTUBHOCTD MPEITI0KEHHOTO PELIEHHUs B YCIOBHUSIX OIpPaHUYEH-
HBIX BBIYUCIIUTENIBHBIX PECYPCOB U MOBBIIIEHHBIX TPEOOBAHUHN K 3alUTE TpaduKa.

beun mpoaHanu3upoBaHbl CYLIECTBYIOLIME MOAXOAbI K NOCTpoeHHr0 VPN-cerel, n3ydeHbI
ocobernoctu apxutekTypsl OpenVPN u WireGuard, a Takke poBeIeH CpaBHUTEIBHBIN 0030p UX
(YHKIMOHAIBHBIX BO3MOXXHOCTEH. OCHOBHOE BHUMAaHUE OBUIO YIAEICHO XapaKTepucTHKaM Oe3orac-
HOCTH, CII0co0aM ayTeHTH(UKAIIUK, TPUHIMIIAM MapIIPyTH3aLUU U MEXaHU3MY 3alllUThI OT aTakK.

Pa3BepHyT U103 B BUPTYyAJIbHOUM Cpe/ie ¢ MOCIeA0BaTeIbHOM HACTPOIKOM Kaxoro u3 VPN-
CEPBHCOB, BHEJPEHUE MEXAaHMU3Ma CETEBOM (DUIIBTpAIMM M PeaM3aliy MOJUTUKU «TOJBKO 4epes
TyHHEJb». [IpoBeIeHHbIE TECThI TO3BOJIWIN BBISIBUTH PA3INyYUs B MPOU3BOAUTEIBHOCTH, BPEMEHHU
TIOJIKITFOUEHUS, OTKJIMKE CUCTEMBI Ha cOon U moTpedienun pecypcon. WireGuard mponeMoHCTpUpO-
BaJI JTydnIyto 3()(heKTHBHOCTH 110 BCEM KITIOUEBBIM METpHKaM, B To BpeMs kak OpenVPN obecneunn
Oosiee MIMPOKUE BO3MOXKHOCTH YIIPABIEHUS U UHTETPALUH.

be3onacHOCTh MpeqIOKEHHOTO pelieHus ObUla MOATBEpIKIEHA CEepUeil MCIbITaHUM, B XOfe
KOTOPBIX MPOBEPSUIACh KOPPEKTHOCTh M3OJSIIMH, TYHHETUPOBaHUS Tpaduka, yCTOWYHMBOCTh K He-
CaHKLIMOHUPOBAHHBIM MOJKIIIOUEHUSIM U cO0siM. Bee TecThl moka3anyu COOTBETCTBHE PeaTi30BaHHOM
cxeMbI 0230BBIM IPUHIIMTIAM 3aIUIIIEHHOTO CETEBOTO B3aNMOICHCTBUSA. B wacTHOCTH, ObLIIa TOCTHT -
HyTa IMOJHAs HEJOCTYITHOCTh BHYTPEHHUX pecypcoB BHE VPN-TyHHEN, a TakkKe YCTOWYHUBOCTH K
MOZIMEHE KITFOUEeH, 0TKa3aM COEAMHEHHS U TONBITKaM 00X0/1a (PHIIbTpaIHH.

Takum oOpa3oM, UcciaeI0BaHUE UMEET MPUKIIAAHON XapaKkTep U MOXKET ObITh aJallTUPOBAHO IS
UCIIOJIb30BAHUS B PEAbHBIX YCIOBUSAX — KaK B YU€OHBIX JIaDOpaTopusix, TaK U B KOPIIOPATUBHBIX
cpenax, rae TpeOyeTcsl MOCTPOeHUE HAIeKHOTO KaHalla YJaJIeHHOTO JOCTyla ¢ MUHUMAaJIbHOW Ha-
rpy3Koii Ha HHPpacTpyKTypy. [lomyueHHBIe pe3yIbTaThl MOATBEPKIAIOT IEIECO00Pa3HOCTh IPUMeE-
HEHHUS TPETI0KEHHOT0 MOX0/a MPY MPOEKTUPOBAHUN 0€30IaCHBIX KOMMYHHUKAITMOHHBIX PEIICHUN
B 00JIa4HO# cpenie.
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Anjiarna

Maxaia 3amarayn VPN-xarramanapst OpenVPN sxone WireGuard Heri3iHIe OYITTH KOCBIMINIAIapFa apHaliFaH
KOpFaJIFaH JKeNUTIK IUTI03/1 Kobajayra jkoHe OanTayra apHajiFaH. BYJITTHI TEXHOIOTHSIIAPIBIH OCICeHI TaMybl
MeH KubepiadybuiaapabpiH KoOerol KarFalibIHIa KbI3METTEPTe KOPFaliFaH KallbIKTaH KOJKETIMIITIKTI KaMTaMachl3
€Ty aKMapaTThiK Kayilci3AiKTiH HeT13T1 MiH/eTiHe aifHanyna. ByarTel opraaa nepexrepai Oepy Ke3iHie TybIHAANTHIH
©3EKTi Karepiep KapacThIPBUIBII, ma6ymnz1apzu,m angeiH amyna VPN- ~TEXHOJOTHSIAP/IBIH poIi  YCHIHBUIFaH.
OpenVPN xoHe WireGuard epexmenikrepi: ApXHTEKTYPackl, KpnnTorpa(bmm,m HeTi31, BIHFAMJIBUIBIFBI MEH
OHIMJILITI JKaH-kaKTel TanganraH. JKymeictra VPN-cepBepai, Opanamaysp cy3riepiH xoHe OapiblK TpauKTiH
muQpraHFal TYHHEIb apKbUTBI MIHICTTI OTyiH KaMTaMachl3 €TETiH MapIIpyTH3aIus MexaHmMﬂepiH KaMTHUTBIH
LLTIO3 apXMTEKTYPackl YChiHbUIFaH. VMware Workstation BUPTYJI/Ibl OPTAChIH/A mypr131nreH ToXipubenep
WireGuard nepekrepai Gepyne JKOFAPBI JKBUIIAMUIBIK [EH TOMCH KigipicTi KaMmTamachl3 ereTiHid, an OpenVPN
MKEM/IUTITIMEH JKOHE KOPIIOPATUBTIK JKYHeJIepMeH YillleCIMIUTITIMEH epeKIleNieHeTiHI kopceTiireH. Exi xarTaMmaHbl
Oipnecin naiaanany >KyMEHIH CEHIMAUIIIH oHe OeHiMAENTIIITIrIH apTThIpyFa MYMKIHIIK Oepeni. 3eprreyniy
MIPAKTHKAJIBIK MAaHbI3/bUIBIFBl YCHIHBUIFAH apXWTEKTYpaHbl KOPIOPATHUBTIK JKOHE OJKEKE OJKEJNIepre eHrisy
MYMKIHAITIHIE, OYITTH KOCBIMIIAJIapAbl KOPFay, KbI3METKEpJIepAiH KAaIIbIKTaH KOIDKETIMIIUIITIH YHBIMIACTRIPY
JKOHE aKMapaTThIK pEeCypCTap/IblH KayilCi3MiK ISHIeHiH apTThIpyaa KopiHic TadaIbl.

Tipex ce3aep: OYWITTHI KOCBIMIIANApP, aKMapaTTHIK KayilCi3miK, KOpFajaFaH LUTI03, MHU(pIay, KeIiTiK Xar-
Tama’ap.
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DESIGN OF A SECURE NETWORK GATEWAY
FOR CLOUD APPLICATIONS

Abstract
The article is devoted to the design and configuration of a secure network gateway for cloud applications
based on modern VPN protocols OpenVPN and WireGuard. In the context of the rapid development of cloud
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technologies and the increasing number of cyberattacks, ensuring secure remote access to services has become
a key task of information security. The paper discusses relevant threats arising during data transmission in cloud
environments and highlights the role of VPN technologies in preventing attacks. The features of OpenVPN and
WireGuard are analyzed in detail, including their architecture, cryptographic foundation, ease of configuration,
and performance. The study presents a gateway architecture comprising a VPN server, firewall filters, and routing
mechanisms that enforce mandatory transmission of all traffic through an encrypted tunnel. Experiments conducted
in a virtualized VMware Workstation environment showed that WireGuard provides higher data transfer speeds and
lower latency, while OpenVPN demonstrates flexibility and compatibility with corporate systems. The combined
use of both protocols improves system resilience and adaptability. The practical significance of the research lies
in the possibility of implementing the proposed architecture in corporate and private networks to protect cloud
applications, organize secure remote employee access, and enhance the security level of information resources.

Keywords: cloud applications, information security, secure gateway, encryption, network protocols.
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